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Education
Jan 2015 – May 2021 [ Ph.D. Candidate, Georgia Institute of Technology in Computer Science.

Advisors: Dr. Wenke Lee and Dr. William R. Harris
Sept 2009 – Jun 2013 [ Bachelor of Science, Nanjing University in Software Engineering.

Research Interests
My research interests include software security, system security, mobile security and program analysis. I
have been focusing on reducing programs’ attack surface through program reasoning, policy enforcing and
code removing. In pursuit of these goals, I have built tools for finding bugs, enforcing control flow integrity,
and have built debloating frameworks for removing code of software’s unneeded features.
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4 Qian, C., Luo, X., Yu, L., & Gu, G. (2015). Vulhunter: Toward discovering vulnerabilities in android
applications. IEEE Micro.
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Committee Member [ PLDI 2016, Artifact Evaluation Committee.
External Reviewer [ Oakland (2018, 2019, 2020), USENIX (2016, 2017), CCS (2019), NDSS (2017),
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Research Experiences
Jan 2015 - Now [ Research Assistant, Georgia Institute of Technology.

Sep 2013 - Dec 2014 [ Research Assistant, The Hong Kong Polytechnic University.
Nov 2012 - Apr 2013 [ Project Technical Assistant, The Hong Kong Polytechnic University.

Teaching Experiences
August 2020 [ Instructor, 2020 Software Security Summer School
Spring 2018 [ Teaching Assistant, CS 4235/CS 6035

Fall 2016 [ Teaching Assistant, CS 4235/CS 6035


